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שמי פארס, דרוזי מאבו סנאן. ועכשיו גר בחיפה , בעל ניסיון בתמיכה טכנית ובוגר קורס אבטחת מידע וסייבר. בעל ידע מעמיק בכלי חקירה ואבטחה, יכולות טכניות גבוהות, ומוטיבציה ללמידה עצמית. בעל ניסיון מעשי בבנייה ואבטחה של סביבות רשת, וכישורי פתרון בעיות מצוינים. מחפש עבודה בצוות דינאמי ומאמין ביכולותיי לתרום ולהתפתח בתחום.

**ניסיון תעסוקתי:**

**2023 – היום: תמיכה טכנית | HOT Telecom**

* סיפקתי תמיכה טכנית מקיפה בבעיות הקשורות לאינטרנט ולרשת, תוך הבטחת חוויות לקוח חיוביות. זה כלל אבחון ופתרון בעיות מורכבות בחיבור, אופטימיזציה של ביצועי הרשת והאבטחה, ובכלל זה טיפול בתקלות נפוצות כגון בעיות בהגדרות נתבים (Routers), שגיאות בהקצאת כתובות IP דרך DHCP, ובעיות בתפקוד שרתי DNS
* הגדרתי מגוון מכשירי רשת לגישה חלקה לאינטרנט, וטפלתי בבעיות שונות בגישה לאינטרנט כמו רוחב פס, DSL, כבל ואינטרנט סיבים אופטיים לחיבורים אמינים.
* סייעתי גם עם בעיות חומרה ותוכנה, פתרתי התנגשויות ועדכונים, נתתי תמיכה מרחוק וניהלתי פניות לקוחות ביעילות באמצעות מערכות כרטיסים.

**השכלה וקורסים:**

**2024 – 2025: קורס סייבר התקפה Red Team | Cyber Gain Center, ישראל**

* ניתוח סיכונים והערכות פגיעות באמצעות כלים כגון **Nmap**, **OpenVAS** ו-**Nessus**.
* ביצוע בדיקות חדירה (**Penetration Testing**) סימולטיביות, כולל הזרקות **SQL** ו-**XSS**, תוך שימוש בכלים מתקדמים.
* פיתוח ויישום חוקי **Snort** להתגוננות מפני איומים מתקדמים.
* ניהול סביבות וירטואליות מגוונות (**VMware**, **VirtualBox**) לצורך בניית מעבדות תקיפה מבוקרת.
* ניהול ותחזוקת סביבות **Active** **Directory**, כולל פתרון בעיות אבטחה ותיקון פגיעויות.
* כתיבת שאילתות **SQL** מורכבות לניתוח נתונים ולזיהוי חריגות.

**2023 – 2024: קורס תקשורת רשתות ואבטחת הענן IT & Cloud Security | Cyber Gain Center, ישראל**

* **חומרה**: מומחיות בהרכבה, תצורה ופתרון **בעיות בחומרה**. שליטה ב-BIOS/UEFI.
* **מערכות הפעלה**: שליטה מלאה ב-**Windows** (10, 11, Server 2019) ו-**Linux** (Ubuntu). ניהול משתמשים, התקנות ותחזוקה.
* **רשתות**: הבנה מעמיקה של **TCP/IP**, תצורה של מתגים, נתבים ו-**Firewalls**. עקרונות אבטחת רשת.
* **ענן**: שליטה ב-**AWS** (IaaS, PaaS, SaaS), Terraform, ועקרונות אבטחת ענן.
* **כלי שליטה מרחוק**: שימושב-**TeamViewer** ו **AnyDesk** לתמיכה מרחוק.

**כלים ויישומים:**

* **מערה"פ** Linux Ubuntu, Kali, ניהול מערכת, שורת פקודה Windows: 10, 11, Server 2019(ניהול משתמשים, קבוצות, GPO, PowerShell, Active Directory)
* **שרתים ותשתיות**: IPtables, Firewall, Snort, Proxy, Mail, AD
* **שפות תכנות וכלי אוטומציה**: Python, Bash, HTML, JavaScript, SQL, C, Terraform
* **כלי אבטחת מידע**: IPtables Firewall, Snort IPS\IDS
* **מתודות**: NIST csf, ZERO TRUST, Cyber Kill Chain framework
* **כלי חקירה**: WIRESHARK, TSHARK, TCPDUMP | The sleuth kit, Autopsy |Burpsuite | Metasploite
* **חומרה וBIOS:** רכיבים בסיסיים (מעבד, זיכרון RAM, אחסון - HDD/SSD), התקני קצה (מדפסות, סורקים).
* **רשתות:** TCP/IP, UDP, מודלי רשת (OSI), Subnetting, פרוטוקולי ניתוב (RIP, OSP-בסיס), NAT, VLANs, מתגים - VLANs, אבטחת פורטים, פרוטוקול עץ מת spanning tree (STP), נתבים - ניתוב סטטי/דינמי, Firewalls - ACLs, Stateful Inspection, VPN
* **מחשוב ענן**: IaaS - EC2, S3, EBS, VPC, PaaS, SaaS, AWS (IAM, Route 53, CloudFront)
* **כלי שליטה מרחוק**: TeamViewrt, AnyDesk

**שירות צבאי \ שירות לאומי:**

**2023 – 2025:** מדריך נוער | מרכז הנוער, אבו סנאן ישראל

**שפות:**

ערבית -שפת אם , עברית/ אנגלית – ברמה גבוהה מאוד